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2. Interpretation
(1) In this Ordinance, unless the-context otherwise reguires—

“data protection prinqiple" (SREEFTHRN) means any of the data protection
principles set out in Schedule 1;

4.  Data protection principles

A data user shall not do an act, or engage in a practice, that contravenes
a data protection principle unless the act or practice, as the case may be. is
required or permitted under this Ordinance.

SCHEDULE | [s. 200y & (6)]

DATA PROTECTION PRINCIPLES

1. Principle 1—purpose and manner of
collection of personal data

(1) Personal data shall not be collected uniess—
(@) the data are coliected for a lawful purpuse directly related (o & function or activity
of the data user who is to use the
subj:cl to paragraph (c), the Collection of the data is necessary for or directly related
o that purpose; and
(¢) the data are adequate but not excessive in relation to that purpose.
(2) Personal data shall be collected by means which are—-
(a) lawful; and
(b) A'alr in the circumstances of the case,
3 e the person from whom personal data are or are to be collected is the data subject.
all praancable steps shall be taken to ensure that—
(a) hc is explicitly or implicitly informed, on or before collecting the data, of—
whether it is obligatory or voluntary for him to supply the data; and
(i) where it is abligatory for him to supply the data, the consequences for him if he
fails o supply the data; and
) heis expl citly informed-
(i) on or before collecting the data,
(A) Lhe urpose (in general or specific terms) for which the data are to be used:

(b

(B) the classes of persons to whom the data may be transferred; and
i) on or before first use of the data for the purpose for which they were collected.
of—

(A) his rights to request access to and to request the correction of the data; and
(B) the name and address of the individual o whom any such request may be

unless to comply with the pmvlslons of this subsection would be likely to prcjudlce the purpose for
which the data were coilected and that purpose is specified in Part VITI of this Ordinance as a
purpose in relation to which personal data are exempt from the pmw;mns of data protection
principle 6.
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2. Principle 2—accuracy and duration of
retention of personal data

(1) All pramcab[e steps shall be taken to ensure that—

(a) personal data are accurate having regard to the purpose (mcludmg any directly

Felmed urpose) for which the personal data are or are to
(b) where tgcr: are reasonable grounds for believing that per: scnal dala are inaccurate
having regard to the purpose (including any directly related purpose) for which the

data are or are to be used—

(i) the data are not used for that purpose unless and until those grounds cease Lo
b: applicable to the data, Whetﬁzr by the rectification of the data or otherwise;

(ii) lha data are erased;
where it is practicable in all the circumstances of the case to know that—

(i) personal data disclosed on or after the appointed day to a third party are
materially inaccurate having regard to the purpose (mcludmg any directly
related purpose) for which the data are or are to be used by the third party; and

(ii) that data were inaccurate at the time of such disclosure,

that the third party—

(A) is informed that the data are inaccurate;

(B) is provided with such particulars as will 2l the third party to rectify the data
aving regard to that %mrpusc

(2) Personal data shall not be kept longer than is necessary for the fulfillment of the purpose

(including any directly related purpose) for which the data are or are to be used.

(¢

3. Principle 3—use of personal data

Personal data shall not, without the prescribed consent of the data subject, be used for any
purpose other than—
[¢ !he purposa for which the data were to be used at the time of the collection of the

(5) 2 purpose directly related to the purpose referred to in paragraph (a).
4. Principle 4—security of personal data

All practicable steps shall be taken to ensure that personal data (including data in a form in
which access to or processing of the data is not practicable) held by a data user are protected
against unauthorized or accidental access, processing, erasure or other use having particular
regard to—
(a) the kind of data and the harm that could result if any of those things should occur:
(b) the physica! location where the data are stored;
(c) any security measures incorporated (whether by automated means cr otherwise) into
any equipment in which the data are stored;
{d) any measures taken for ensuring the integrity. prudence and competence of persons
having access to the data; and
() any measures taken for ensuring the secure transmission of the data

5. Principle S—information to be generally available

All practicable steps shall be taken to ensure that a person can—
(@) escertain a data users polcies end practcss in elation (0 persona! data:
() be informed of the kind of personal data held by a dat
{6 be informed of the main putposes for which personal data Aeld by & date user are o
are to be used



BB E AR (FIR) BB

CAP. 486  Personal Data ( Privacy)

% 6 FRI— HWEARS
ERHEBATE—

(@
®)

()
(d)
{e)

@

A
T RS A F R E A B RN EFANBEARE

ER—
) EABHMAERY
(i) R FBPEEN R QUHNE TEY
(i) LAEEYAERN &
(iv) EBIRAFRE AL
BH

£ (b) B RIR M BOR 6 B IR LR B
R (o) BETRIRAIESR ;

ERUEBARR

£ (o) B RENERBIEBHB RIS &
RE () BETRIRAEE -

Principle 6—aceess to personal data

A data subject shall be entitled to—
(

a)
(]

(
()
(e

ety

(%3]

ascertain whether a data user holds personal data of which he is the data subject;
request access to persoral data—
(i) within a reasonable time;
(i) at a fee, if any, that is not excessive;
(iii) in a reasonabie manner; and
(iv) in a form that is intelligible;
be given reasons if a request referred to in paragraph (b} is refused:
object to a refusal referred Lo in paragraph (c);
request the correction of personal data:
be given reasons if a request referred to in paragraph (e} is refused; and
object to a refusal referred to in paragraph (/)




