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11 January 2016

Miss Betty Ma

Legislative Council Secretariat
Legislative Council Complex

1 Legislative Council Road
Central, Hong Kong

Dear Miss Ma,

We refer to the meeting of the Bills Committee on Interception
of Communications and Surveillance (Amendment) Bill 2015 (“the Bill”)
on 4 January 2016 and your letter of 5 January 2016.

We enclose at Annex A the Government’s further written
response to two issues raised at the meeting on 4 January 2016 and at
Annex B a full set of the Administration’s proposed Committee Stage
Amendments to the Bill.

Yours sincerely,

]

( Andrew Tsang )
for Secretary for Security

Encl (6 pages)

c.c.

Department of Justice

(Attn:  Mr Godfrey Kan, Senior Assistant Solicitor General
Ms Monica Law, Senior Assistant Law Draftsman)



Annex A
ICS(A)2015-15

Interception of Communications
and Surveillance (Amendment) Bill 2015
(“the Bill”)

Further Written Response to Issues Raised
at the Bills Committee’s Meeting on 4 January 2016

To consider amending sections 23(3)(a), 24(3)(b), 26(3)(b)(i) and 27(3)(b) of
the Interception of Communications and Surveillance Ordinance (“1CSO™)
(Cap. 589) to state that the immediate destruction arrangement thereunder is
subject to the requirement under section 59 as amended by the further
Committee Stage Amendments (“CSA”) to clause 19 proposed by the
Administration (“‘our proposed CSAs”) in LC Paper No. CB(2)443/15-16(01)
dated 11 December 2015

The purpose of our proposed CSAs is to give full effect to the
recommendation of the first Commissioner on Interception of the
Communications and Surveillance with regard to section 59 of the ICSO. As
stated in the Explanatory Memorandum of the Bill, clause 19 of the Bill amends
section 59 “to provide for the destruction of protected products that have been
provided to the Commissioner in compliance with a requirement imposed by the
Commissioner under section 53(1)(a) of the Ordinance”. The new section
59(1B) to be added by the proposed CSAs already clearly provides that the
requirements of the section apply “[d]espite section 23(3)(a) or 26(3)(b)(i) or
any requirement in an order made under section 24(3)(b) or 27(3)(b)” (“the
relevant sections”). To remind the law enforcement agencies and panel judges
of the new requirements, we will amend the Code of Practice (“CoP”), which is
a public document promulgated under section 63 of the ICSO, to spell out the
new provisions that need to be observed for the destruction of protected
products relating to the scenarios governed by the relevant sections. Having
regard to the relevance of our proposed CSAs to section 59, the fact that the
ICSO would be read and interpreted as a whole, and the clarity afforded by the
provisions of the new section 59(1B), we do not consider it necessary to further
amend our proposed CSAs.
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Whether information obtained in a covert operation the prescribed
authorization of which has subsequently been revoked or in an unauthorised
covert operation will be aggregated into intelligence

2. This subject was explained in LC Paper No. CB(2)214/15-16(01)
dated 6 November 2015 and LC Paper No. CB(2)443/15-16(01) dated
11 December 2015. All LEAs’ intelligence management systems are subject to
tight control, and the LEAs have put in place strict internal guidelines requiring
that intelligence must be obtained lawfully. Data in an intelligence
management system are subject to regular review and those which are no longer
intelligence worthy would be removed. In the context of a covert operation, as
soon as an officer has notice of the revocation of the prescribed authorization,
he must not use or gain access to any protected products (including their copies)
obtained between the revocation of the prescribed authorization and the
discontinuance of the operation for the purpose of investigation or any other
purpose. We will spell this out clearly in the CoP as mentioned in Appendix
I11 of LC Paper No. CB(2)443/15-16(01) dated 11 December 2015. The “any
other purpose” mentioned above includes intelligence gathering.

Security Bureau
January 2016



Annex B

Interception of Communications and Surveillance (Amendment) Bill 2015

Clause

10

12(1)

17(1)

18

19

19(1)

Committee Stage

Amendments to be moved by the Secretary for Security

Amendment Proposed

In the proposed section 38A, in the heading, by deleting “Revocation
of device retrieval warrant” and substituting “Report to panel
judge: device retrieval warrant cannot be executed”.

By deleting “month and year from” and substituting “date on”.

By deleting “month and year from” and substituting “date on”.

By deleting “Revocation of prescribed authorization following”
and substituting “Report to relevant authority:”.

In the proposed section 58A, in the heading, by deleting “Revocation
of prescribed authorization in case of” and substituting “Report to
relevant authority:”.

By renumbering the clause as clause 19(1).

In the proposed section 59(1)(c), by deleting “that the protected
product” and substituting “that, except as otherwise provided in
subsection (1A), the protected product”.
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After section 59(1)—

By adding—
“(2)
Add
“(1A)
(1B)

Subsection (1B) applies if the protected product
consists of information described in section
23(3)(@), 24(3)(b)(i) or (ii), 26(3)(b)(i) or
27(3)(b)(i) or (ii).

Despite section 23(3)(a) or 26(3)(b)(i) or any
requirement in an order made under section
24(3)(b) or 27(3)(b), the head of the department
concerned—

(@ must immediately notify the Commissioner of
the case;

(b) must make arrangements to ensure that the
information is retained; and

(c) must—

(i) if the Commissioner notifies the head of
the department that the Commissioner
will not require the provision of the
information under section 53(1)(a),
cause the immediate destruction of the
information; or

(i) if the Commissioner requires the
provision of the information under
section 53(1)(a)—

(A) provide the information as
required; and

(B) cause the immediate destruction of
the information when it is no
longer required by the
Commissioner.”.”.
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12(1)

17(1)

18

19

19(1)

_3-

(20154F 3 HU 4 51 b B 22 (B BT ) R 1 5 %5 )

ZREERMBEK

FH OR %7 Jo) g = B sk AU (2 1 2K

e e

W
ai

FE i ak HY 55 38AMR T - ERERE T > MRS S L
UMM R/NEZERE RS A ERTHIMIHTF

AL
<

T 2= 46 J o] 2 o] H i AQ LA BY BR 46 H 391 -
T 2= 46 7 o] 2 fo] H i AQ LL“HY BR 46 H 91 -

MEREBRENNREEZNEREADE  BHTHK
MR A ERERREHES BN EEENE
BAVIBER" -

FERE R A B S8AR T - S > "B LB R A EiE
B . RO T R BT I IR i (U LA R R BB 1R At
TIER A EERE N LR -

1R T A B B 19 (1) 1 -

FE R AV R 59(L) () R > AE A2 PR e B AR ™ Z A Il A PR
F(AA)K S HERES » 7 e



19

MmA —
“(2)

(1B)

EESIEZ % —
A
“(L1A) 40 (2 B R 55 23(3) (a)  24(3)(D) ()

2 (if) ~ 26(3)(b) (i) ¢ 27(3)(b) (i) = (ii) 7
P fi A B E R > AIES (1B) s A -

i & 3 5 23(3)(a) = 26(3)(b) (i) 7k #Y #H
TE 0 JREE R E 5 24(3) (0) 20 27(3) (b) iR
fEHE A EMHRE > AREFNE
% —

(@) FEHEAEEREAEE
(b) EfF 228k » DUEE (74 B 2R 0 12
RE R
(© EEUTHETE —
() 408 50 A% P E - 1
W8 R 5 53(1) () 1 B
SRR (6 SR o H 22
2 TR IR %
(i) 40158 BRI 55 53(1)(2) I 2 K 42
3% SR HIE —
(A) FEERIRBAFER | R
B) ZHREATHEELS
P TE S T
T RARRE



	We refer to the meeting of the Bills Committee on Interception of Communications and Surveillance (Amendment) Bill 2015 (“the Bill”) on 4 January 2016 and your letter of 5 January 2016.
	We enclose at Annex A the Government’s further written response to two issues raised at the meeting on 4 January 2016 and at Annex B a full set of the Administration’s proposed Committee Stage Amendments to the Bill.
	Interception of Communications and Surveillance (Amendment) Bill 2015
	Committee Stage
	Amendments to be moved by the Secretary for Security



